
Have you conducted your annual Security Awareness 

Training? 

 

Have you conducted a risk analysis in the last 12 months?  

 

Do you have a written security manual? 

 

Do you have a written sanction policy? 

 

Do you have a written Acceptable Use Policy? 

 

Do you have a written inventory of all devices? 

 

Does your IT company monitor your information 

system activity? 

 

Does everyone  have a different user name and 

password to log on to computers and a different one 

to log on to the practice management.? 

 

Do you back up your full system at least monthly? 

 

Do you have onsite and offsite backups? 

 

Do you have a written disaster/business continuity plan?   
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